Политика информационной безопасности.
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6. Общие положения.
   1. Настоящая политика является документом, доступным любому сотруднику предприятия и пользователю его ресурсов.
   2. Ответственность за соблюдение данной политики несет Руководство предприятия.
   3. Ответственность за обнаружение и устранение угроз Информационной Безопасности несет отдел безопасности.
   4. Вся конфиденциальная информация клиентов и сотрудников предприятия, документы, содержащие информацию о деятельности предприятия, являются собственностью предприятия.
7. Объект защиты.
   1. Объектом защиты является информация, указанная в п.1.4 настоящей политики безопасности.
   2. Объект находится под защитой отдела безопасности.
8. Угрозы Информационной Безопасности.
   1. Внешние и внутренние угрозы Информационной Безопасности контролируются отделом безопасности предприятия.
9. Организационная деятельность по обеспечению Информационной безопасности.
   1. Отдел по обеспечению Информационной безопасности (отдел безопасности) состоит из 6 квалифицированных специалистов по информационной безопасности и контролирует угрозы, указанные в п.3.1 данной политики.
10. Контроль за соблюдением положений политики
    1. Контроль за соблюдением данной политики безопасности осуществляется 3 сотрудниками предприятия, которые выбираются Руководством каждые два года.